Page 1



3GPP TSG-SA5 Meeting #113 
S5-173231
West Palm Beach, Florida, US, 8-12 May 2017







Revision of S5-17xxxx
	CR-Form-v11.2

	CHANGE REQUEST

	

	
	32.251
	CR
	0495
	rev
	-
	Current version:
	14.2.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	


	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	


	

	Title:

	Deletion of the AULC support from TDF

	
	

	Source to WG:
	Huawei

	Source to TSG:
	S5

	
	

	Work item code:
	AULC-CH
	
	Date:
	2017-04-28

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-14

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)
Rel-11
(Release 11)
Rel-12
(Release 12)
Rel-13
(Release 13)
Rel-14
(Release 14)
Rel-15
(Release 15)
Rel-16
(Release 16)

	
	

	Reason for change:
	As per the LS(S2-172860) from SA2, from Rel-14, the TDF supports neither single PRA nor multiple PRAs. In order to keep alignment with TS 23.203, propose to delete the AULC supports from TDF. 

	
	

	Summary of change:
	Delete the PRAs feature from online charing and offline charging of TDF.

	
	

	Consequences if not approved:
	Simultaneous charging of PRAs cannot be supported.

	
	

	Clauses affected:
	5.1.2,5.1.4.2,5.2.1.9.1,5.2.1.9.2,5.2.3.9.2,5.3.1.5.1,5.3.2.2A.0, 6.1.14,6.3.2,6.3.3,D.3.2.1.3,D.3.2.2.1.1,D.3.3.1.3,D.4.1.2.2

	
	

	
	Y
	N
	
	

	Other specs
	
	
	 Other core specifications

	TS/TR ... CR ... 

	affected:
	
	
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	


	1st  change


5.1.2
Charging information

Charging information in the PS domain network is collected for each MS/UE by the SGSNs, MMEs, S-GWs, ePDG, 
TWAG, P-GWs and TDFs, which are serving that MS/UE. The SGSN, S-GW, ePDG and TWAG collect charging information for each MS/UE related with the radio network usage, while the P-GW and TDF collect charging information for each MS related with the external data network usage. PCNs also collect charging information on usage of the PS domain network resources. For MBMS, charging information in the PS domain network is collected for each MBMS bearer context. 
The following paragraphs list the charging information to be collected by the PCNs for both online and offline charging.

For IP-CAN bearers, the PCNs shall collect the following charging information:

1.
usage of the radio interface: the charging information shall describe the amount of data transmitted in MO and MT directions categorized with QoS,  user protocols, and use of Control Plane CIoT EPS Optimisation as specified in TS 23.401[208];

2.
usage duration: duration of IP-CAN bearer is counted as the time interval from IP-CAN bearer activation to 
IP-CAN bearer deactivation;

3.
usage of the general PS domain resources: the charging information shall describe the usage of other PS domain-related resources and the MSs PS domain network activity (e.g. mobility management);

4.
destination and source: the charging information shall provide the actual source addresses used by the subscriber for the IP-CAN bearer. The charging information shall describe the destination addresses with a level of accuracy as determined by the Access Point Name (APN);

5.
usage of the external data networks: the charging information shall describe the amount of data sent and received to and from the external data network. External networks can be identified by the APN.

NOTE: 
When charging per IP-CAN session is deployed in the P-GW, the usage of the external data networks is provided only at the session level and not per bearer.
6.
location of MS/UE: HPLMN, VPLMN, plus optional higher-accuracy location information. 

7.
User CSG information: a user consumes network services via a CSG cell or a hybrid cell according to the user CSG information. The charging information shall include CSG ID, access mode and CSG membership indication.

8.
User inside/outside of a Presence Reporting Area: the charging information shall include indication on whether the UE is inside or outside of a Presence Reporting Area, and identification of the Presence Reporting Area, and is collected by SGW and PGW 

For service data flows defined for FBC, the P-GW shall collect the following charging information:

1.
the information described above for IP-CAN bearer charging;

2.
the amount of data transmitted in MO and MT directions categorized by rating group or combination of the rating group and service id when volume based charging applies;

3.
the duration of service data flows is counted and categorized by rating group or combination of the rating group and service id when time based charging applies;
4.
the number of events and corresponding time stamps categorized by rating group or combination of the rating group and service id when event based charging applies. 

For TDF sessions, the TDF shall collect the following charging information:

1.
usage duration: duration of TDF sesion is counted as the time interval from TDF session activation to TDF session deactivation;

2.
usage of the general PS domain resources: the charging information shall describe the usage of other PS domain-related resources and the MSs PS domain network activity (e.g. mobility management);

3.
destination and source: the charging information shall provide the actual source addresses used by the subscriber for the TDF session. The charging information shall describe the destination addresses with a level of accuracy as determined by the APN;

4.
usage of the external data networks: the charging information shall describe the amount of data sent and received to and from the external data network. External networks can be identified by the APN.

5.
location of MS/UE: HPLMN, VPLMN, plus optional higher-accuracy location information. 

6.
User CSG information: a user consumes network services via a CSG cell or a hybrid cell according to the user CSG information. The charging information shall include CSG ID, access mode and CSG membership indication.


For application traffic defined for ABC, the TDF shall collect the following charging information:

1.
the information described above for TDF session charging;

2.
the amount of data transmitted as specific application in MO and MT directions categorized by rating group or combination of the rating group and service identifier when volume based charging applies;

3.
the duration of application traffic is counted and categorized by rating group or combination of the rating group and service identifier when time based charging applies;
4.
the number of events and corresponding timestamps categorized by rating group or combination of the rating group and service identifier when event based charging applies.

For non-IP-CAN bearer related activities, the SGSN shall collect the following charging information:

1.
mobility management actions for GPRS attached UEs/MSs;

2.
short messages passing through the SGSN in MO and MT directions;

3.
location requests passing through the SGSN, triggered by the UE/MS, by an external source, or by the network. 

For MBMS bearer contexts, the PCNs shall collect the following charging information:

1.
usage of the radio interface: the charging information shall describe the amount of data transmitted categorized with QoS and MBMS specific information defined in TS 32.273 [33];

2.
usage duration: duration of MBMS bearer context is counted as the time interval from the local creation of the MBMS bearer context to the local deletion of the MBMS bearer context;
3.
source: the charging information shall provide the source address used by the MBMS bearer service for the MBMS bearer context. The charging information may describe the destination addresses with a level of accuracy as determined by the APN;
4.
location information: the charging information shall describe a list of the downstream nodes being sent the MBMS bearer service. 

The MME shall collect short messages passing through the MME in MO and MT directions.  

	 Next  change


5.1.4.2
Multiple Presence Reporting Areas (PRAs)
UE presence in multiple presence reporting area (s) charging information, as defined in TS 23.401 [208] and TS 23.203 [215], is collected for each UE by S-GWs, P-GWs which are serving that UE.

During IP-CAN session establishment/modification, and independently from the PCRF, the OCS may provide to the P-GW, a list of:

-
 Presence Reporting Area (PRA) Identifiers to be activated for Core Network pre-configured Presence Reporting Areas,

-
Presence Reporting Area (PRA) Identifiers and their elements for UE-dedicated Presence Reporting Areas.  
By providing these lists, the OCS subscribes/unsubscribes/changes to notifications of whether the UE is entering or leaving Presence Reporting Area (s). 
When subscribed, the UE presence status in the PRA(s) at the time of the subscription, and if the corresponding Presence Reporting Area(s) is set to inactive by the serving node shall be reported by the P-GW to the OCS for online charging, and by the S-GW and P-GW for offline charging. Subsequently, whether the UE enters or leaves the PRA(s), shall be reported by the P-GW to the OCS for online charging, and by the S-GW and P-GW for offline charging.
When a PRA set i.e. PRA Identifier was subscribed to, the PRA Identifier of the PRA set, along with the individual PRA Identifier(s) belonging to the PRA set and indication(s) of whether the UE is inside or outside the individual Presence Reporting Area(s) are reported to the OCS.
For offline charging, the initial status of UE presence in the PRA(s) shall be captured in current counts and reported on first charging event. For online charging, this initial status shall be reported when received by the PCEF if quota have already been requested for the service usage, otherwise this initial status shall be reported on the first quota request.

	Next  change


5.2.1.9.1
Charging per application

ABC allows collection of charging information for network usage of application traffic, categorized  within the TDF session by rating group or combination of rating group and service identifier. ABC supported by TDF is based on ADC rules. Details of this functionality are specified in TS 23.203 [215]. 
NOTE: 
ABC is supported by the P-GW embedding PCEF enhanced with application detection and control functionality as defined in TS 23.203 [215], by mean of appropriate PCC Rules, and therefore specified under FBC clause 5.2.1.3 and clause 5.2.1.10.2.
According to TS 23.203 [215], ABC shall support different charging models per ADC rule. 
These charging models may be based on volume and/or time and on number of event matching specific detected application traffic in ADC rule. The following chargeable events are defined for ABC when offline charging is activated:
-
Start of TDF session. Upon encountering this event, a new TDF-CDR for this context is created.

-
Start of application traffic. If service identifier level reporting is required by the ADC rule, new counts and time stamps for this combination of the rating group and service identifier are started. If rating group level reporting is required by the ADC rule new counts and time stamps for this rating group are started. The type of counters shall depend on the measurement method configured for the ADC rule. When event based charging applies, the first occurrence of an event detected by the pre-defined ADC rules shall imply that a new count is started. 
When new events occur, the counter shall be increased. Each event shall be time stamped.

-
Termination of application traffic. If service identifier level reporting is required by the ADC rule or if rating group level reporting is required by the ADC rule, the counters and time stamps are closed and added to the TDF-CDR.

-
End of TDF session in the TDF. The TDF-CDR is closed upon encountering this trigger. 
-
Expiry of an operator configured time limit for keeping a CDR open. This event closes all counters. The resulting containers are data to the CDR and the CDR is closed. A new CDR is opened if the TDF session is still active.
-
Expiry of an operator configured time limit per rating group. The counters and time stamps are closed and added to the TDF-CDR. A new application traffic container is opened if any application related to the rating group is still active.

-
Expiry of an operator configured data volume limit per TDF session. This event closes the TDF-CDR, and a new one is opened if the TDF session is still active.

-
Expiry of an operator configured data volume limit per rating group. The counters and time stamps are closed and added to the TDF-CDR. A new one is opened if any application related to the rating group is still active.

-
Expiry of an operator configured data event limit per rating group. The counters and time stamps are closed and added to the TDF-CDR. A new one is opened if any application related to the rating group is still active.

-
Expiry of an operator configured data event limit per TDF session. This event closes the TDF-CDRs, and new one is opened if the TDF session is still active.
-
Change of charging condition: TDF session modification (e.g. SGSN change, S-GW change, user location change, user CSG information change), tariff time change or failure handling procedure triggering. When this event is encountered, all current configured counts and time stamps are captured and new counts and time stamps for all active applications are started.

-
Intersystem change (e.g. change of radio interface from GSM to UMTS, RAT change) visible in the TDF. This event closes the TDF-CDR, and a new one is opened if the TDF session is still active.

-
PLMN change visible in the TDF. This event closes the TDF-CDR. A new one is opened if the TDF session is still active.

-
MS Timezone change visible in the TDF. This event closes the TDF-CDR. A new one is opened if the TDF session is still active.

-
Completion of a time envelope as defined in TS 32.299 [50]. This event closes an application traffic container. Further details are described in clause 5.2.3.9.2 "Triggers for TDF-CDR Charging Information Addition". The need for reporting time envelopes may be statically configured for each rating group or dynamically controlled by online charging.
Management intervention may also force trigger a chargeable event.
ADC rules can be activated, deactivated and modified any time during the TDF session lifetime. ADC rule activation, deactivation and modification are not chargeable events of ABC. However these rule changes may lead to "start of application traffic" and "termination of application traffic" chargeable events.
Application Detection and Control rule can contain e.g.:

-
Application Identifier to identify or service data flow filters to identify the packets belonging to an application detected application, 

-
charging method to identify whether online/offline/both/neither charging interface is used, 

-
measurement method for online/offline charging to identify whether time/volume/events are measured for this application, 

-
Charging key (i.e. rating group) for that application,

-
service identifier for that application, 

-
reporting level for the application (rating group or combination of the rating group and Service identifier),

-
precedence to the situations where two or more ADC rules are overlapping. 

Application Detection and Control rule can be:

-
pre-defined in TDF (can be activated by the PCRF) or,

-
dynamically provisioned and activated by the PCRF over the Sd interface.

This is specified in TS 23.203 [215] and TS 29.212 [216].
According to TS 23.203 [215], the PCRF can modify the following charging information in a dynamic ADC rule: Charging key, Service identifier, Measurement method, and Service identifier level reporting. A change of any of this charging information triggers a "start of application traffic" chargeable event when a valid counter does not exist corresponding to that changed ADC rule. A change of any of this charging information triggers a "termination of application traffic" chargeable event when this was the last active application for the counter corresponding to the original ADC rules.

	Next  change


5.2.1.9.2
Charging per TDF session

TDF collects charging information per user per TDF session. TDF session charging allows the TDF to collect charging information related to data volumes sent to and received by the UE/MS for the timeframe since the establishment till the termination of TDF session. The user can be identified by MSISDN and/or IMSI, while the TDF session can be determined by a unique identifier generated by the P-GW (an "EPS default bearer Charging Identifier" for GTP based connectivity or an "unique Charging Id" for PMIP based connectivity  when establishing TDF session. 
TDF session specific offline charging in TDF is achieved by ABC offline charging, with a vendor specific rating group/service identifier associated with the TDF session.The main collected information items are duration of the TDF session and data volume transferred during the lifetime of the TDF session. When Charging per TDF session is active, the following chargeable events are defined:
-
Start of TDF session. Upon encountering this event, a new TDF-CDR for this context is created.

-
End of TDF session in the TDF. The TDF-CDR is closed upon encountering this trigger.
-
Expiry of an operator configured time limit for keeping a CDR open. This event closes all counters. The resulting containers are data to the CDR and the CDR is closed. A new CDR is opened if the TDF session is still active.

-
Expiry of an operator configured time limit per TDF session. This event closes the  CDR, and a new one is opened if the TDF session is still active.
-
Expiry of an operator configured data volume limit per TDF session. This event closes the TDF-CDR, and a new one is opened if the TDF session is still active.

-
Change of charging condition: TDF session modification (e.g. SGSN change, S-GW change, user location change, user CSG information change), tariff time change or failure handling procedure triggering. When this event is encountered, all current configured counts and time stamps are captured and new counts and time stamps for all active applications are started.

-
Intersystem change (e.g. change of radio interface from GSM to UMTS, RAT change) visible in the TDF. 
This event closes the TDF-CDR, and a new one is opened if the TDF session is still active.

-
PLMN change visible in the TDF. This event closes the TDF-CDR. A new one is opened if the TDF session is still active.

-
MS Timezone change visible in the TDF. This event closes the TDF-CDR. A new one is opened if the TDF session is still active.


Expiry of an operator configured change of charging condition limit per TDF session. This event closes the CDR, and a new one is opened if the TDF session is still active.
NOTE:
All the events defined above are a shared events with ABC in clause 5.2.1.9.1 for the single shared CDR.
Management intervention may also force trigger a chargeable event.
	Next  change


5.2.3.9.2
Triggers for TDF-CDR charging information addition
TDF session specific offline charging is achieved with TDF session specific rating group/service identifier defined in clause 5.2.1.9.2.
The "List of Service Data" attribute of the TDF-CDR consists of a set of containers, which are added when specific trigger conditions are met. Each container identifies the configured counts (volume separated for uplink and downlink, elapsed time or number of events) per rating group or combination of the rating group and service id within the same TDF session, on encountering that trigger condition. For envelope reporting, the containers represent complete and closed time envelopes determined by mechanisms defined in TS 32.299 [50]. 
Table 5.2.3.9.2.1 identifies conditions that may be supported as recording triggers under consideration of additional Debit / Reserve Units triggers. 

Some of the triggers are non-exclusive (e.g. TDF session modification with a couple of reasons, TDF session modification reasons that cause TDF-CDR closure).

Table 5.2.3.9.2.1: Triggers for TDF-CDR charging information addition "List of Service Data"

	Trigger Conditions
	Description/Behaviour

	TDF session modification
	A change of TDF session conditions (e.g. SGSN/S-GW/ePDG/TWAG change, user location change, user CSG information change) shall result in a set of "List of Service Data" containers, i.e. all active application containers, being added to the CDR as described in clause 5.2.1.9.

In a tight interworking between online and offline charging the specified quota re-authorisation triggers armed by OCS are supported.

	Tariff Time Change
	On reaching the Tariff Time Change a set of "List of Service Data" containers, i.e. all active application containers, shall be added to the CDR.

In a tight interworking between online and offline charging the Debit / Reserve Units tariff time change from OCS is supported.

	Failure Handling procedure triggering
	When the Failure Handling mechanism is triggered a "List of Service Data'”, i.e. all active application containers shall be added to the CDR.

The causes are only relevant in case of simultaneously usage of an active Debit / Reserve Units session.

	Application traffic report
	In case of independent online and offline charging a "List of Service Data" container for the application shall be added when:

-
expiry of time limit;

-
expiry of volume limit; 

-
expiry of unit limit;

-
termination of application traffic.

	
	In case of tight interworking online and offline charging a "List of Service Data" container for the application shall be added when:

-
time threshold reached;

-
volume threshold reached; 

-
unit threshold reached;

-
time quota exhausted;

-
volume quota exhausted;

-
unit quota exhausted; 

-
expiry of quota validity time;

-
termination of application traffic:

-
re-authorization request by OCS.

	CDR Closure
	All active "List of Service Data" containers shall be added to the TDF-CDR. 

NOTE: 
The trigger condition is a common value that has to be used for CDR closure together with detailed reason.


The first traffic container identifies the data traffic since the TDF session was opened. 
Subsequent data traffic containers store the configured counts accrued since the closure of the last container. 

For envelope reporting, each envelope contains information about the data volume transferred in both uplink and downlink and / or the number of events that occurred for the duration that envelope is open. Only completed time envelopes shall be added to the TDF-CDR. The determination of completed envelopes are defined in TS 32.299 [50]. The triggers listed in the previous table 5.2.3.9.2.1 shall not apply to envelope reporting. Envelopes that are not complete when a partial TDF-CDR is closed shall be added to the next TDF-CDR.

The "Serving node Address" attribute of the TDF-CDR consists of a list of SGSN/S-GW/ePDG/TWAG addresses. 
New SGSN/S-GW/ePDG/TWAG address is added to the list when SGSN/S-GW/ePDG/TWAG changes.
When Charging Event (ACR) is triggered by table 5.2.3.9.2.1 conditions, the Change-Condition sub-field associated to the added container, indicating the appropriate condition shall be present, excluding CDR Closure case.

When Charging Event (ACR) is triggered by CDR Closure condition, this Change-Condition sub-field associated to the added container shall be omitted, except when CDR closure is due to "maximum number of charging condition changes", where it shall be present with the original condition change. 
When Charging Event (ACR) is triggered by "User CSG Information change" as a Change condition, the following shall apply for the added volume container: 

-
When User enters in a CSG cell or a hybrid cell: the CSG ID, access mode and CSG membership indication (when hybrid), shall be provided together with this "User CSG Information change" Change-Condition.
-
User leaves a CSG cell or a hybrid cell: this "User CSG Information change" Change-Condition shall be provided without any CSG ID, access mode and CSG membership indication, unless the user is entering a new CSG cell or hybrid cell.  

	Next  change


5.3.1.5.1
Charging per application
ABC allows collecting charging information related to data volumes sent to and received by the UE/MS, based on the application detection. ABC supported by the TDF, i.e. ADC rules based charging defined in TS 23.203 [215] and TS 29.212 [216], is based on ADC rules. The application traffic within TDF session is categorised by rating group or combination of the rating group and service identifier. The level of the reporting is defined per ADC rule. Details of this functionality are specified in TS 23.203 [215] and TS 32.240 [1]. 
NOTE: 
ABC is supported by the P-GW embedding PCEF enhanced with application detection and control functionality as defined in TS 23.203 [215], by mean of appropriate PCC Rules, and therefore specified under FBC clause 5.3.1.2 and clause 5.3.1.6.2.
According to TS 23.203 [215], ABC shall support different charging models per ADC rule. These charging models may be based on volume and/or time or on number of events as the application referred by either application identifier or service data flow filters to identify the packets belonging to an application in ADC rule. In online charging the TDF shall request the reservation of units prior to service delivery.
The following chargeable events are defined for ABC when online charging is activated:

-
Start of TDF session. Upon encountering this event, a Debit / Reserve Units Request[Initial]  indicating the establishment of the TDF session, is sent towards the OCS to activate the online charging session with the TDF. The quota for each activated ADC rule may be requested in such Debit / Reserve Units Request[Initial]  or later when application traffic is detected .

-
Start of application traffic. In case valid quota does not exist for the rating group, a Debit / Reserve Units Request[Update]  is generated to request quota. The type of requested quota shall depend on measurement method configured for the ADC rule in case of decentralized unit determination. When event based charging applies, the first occurrence of an event detected according to the pre-defined ADC rule shall be considered as the start of a application.
-
Termination of application traffic. If reporting is per rating group and this is the last application traffic utilizing that specific rating group or if reporting is per combination of the rating group and service identifier and this is the last application traffic utilizing that specific rating group and service identifier, the required counters are updated. 

-
End of TDF session in the TDF. Upon encountering this event, a Debit / Reserve Units Request[Terminate], indicating the end of the TDF session, is sent towards the OCS together with the final counts.

-
Ro specific chargeable events (e.g. threshold reached, QHT expires, quota exhaustion, validity time reached, forced re-authorization). Corresponding counts for the rating group(s) are closed and Debit / Reserve Units Request[Update]  is triggered according the rules defined in TS 32.299 [50].

-
Change of charging condition: e.g. user location change, user CSG information change. When this event is encountered and the corresponding re-authorization trigger is armed, all current counts are captured and sent towards the OCS with a Debit / Reserve Units Request[Update].

-
Tariff time change. When this event is encountered, all current counts are captured and a new counts are started. The counts are sent to the OCS in next Debit / Reserve Units Request.
Management intervention may also force trigger a chargeable event.

ADC rules can be activated, deactivated and modified any time during the TDF session lifetime. ADC rules activation, deactivation and modification are not chargeable events. However these ADC rules changes may lead to "start of application traffic'" and "termination of application traffic'" chargeable events. 
Application Detection and Control rule can contain e.g.:

-
Application Identifier to identify detected application or service data flow filters to identify the packets belonging to an application, 

-
charging method to identify whether online/offline/both/neither charging interface is used, 

-
measurement method for online/offline charging to identify whether time/volume/events are measured for this application, 

-
Charging key (i.e. rating group) for that application,

-
service identifier for that application, 

-
reporting level for the application (rating group or combination of the rating group and service id),

-
precedence to the situations where two or more ADC rules are overlapping. 

Application Detection and Control rule can be:

· pre-defined in TDF  (can be activated by the PCRF) or,

· dynamically provisioned and activated by the PCRF over the Sd interface.

This is specified in TS 23.203 [215] and TS 29.212 [216].


According to TS 23.203 [215] , the PCRF can modify the following charging information in a dynamic ADC rule which is active in the TDF: Charging key, Service identifier, Measurement method, Service identifier level reporting. Change of Charging key, Service Identifier, or measurement method will trigger a "start of application traffic'" chargeable event when valid quota does not exist. Change of Charging key, Service Identifier or measurement method, or Service identifier level reporting will trigger a"termination of application traffic'" chargeable event when this is the last application traffic utilizing the quota used for the Charging key or combination of Charging key and Service identifier of original ADC rule.
	Next  change


5.3.2.2A.0
Introduction

For ABC supported within the TDF, i.e. ADC rules based charging defined in TS 23.203 [215] and TS 29.212 [216],  Debit / Reserve Units Request[Initial]  / update / termination is used to convey charging information related to the application traffic detected in the TDF. Debit / Reserve Units Response is used by the OCS to return quotas for rating groups or to instruct the TDF on the further handling of the application traffic (terminate, continue, reroute, etc.). The Debit / Reserve Units Request includes details such as Credit-Control Type, Served IMSI and Sequence Number etc. The Debit / Reserve Units Response includes details such as Credit-Control quotas and session management instructions (continue, terminate, interim interval, etc). 

ABC online charging is employed if it is activated for the TDF session defined in TS 23.203[215]. 
The charging method in the ADC rule defines whether application traffic requires online charging. The TDF shall request the quota prior to service delivery. If only certain quotas are authorised by the OCS (e.g. due to insufficient credit), the rating groups for which no quota was authorised are handled according the received Result Code value. The quota supervision mechanism is further described in TS 32.299 [50].

 Debit / Reserve Units Request[Initial]  is sent to the OCS during the TDF session activation. The OCS supplies application traffic authorisation and may supply volume, time or event quotas for the rating groups, based on the information provided by the TDF, e.g. APN.

When start of the application traffic is detected and no valid quota exist in current Ro session, a  Debit / Reserve Units Request[Update]  is sent to request quota for the rating group unless the rating group is e.g. blacklisted. See TS 32.299 [50] for further information. 

When a change of charging condition occurs and corresponding re-authorization trigger is armed, all MSCC instances are reported to the OCS with a Debit / Reserve Units Request[Update]  with Reporting Reason value set to RATING_CONDITION_CHANGE together with Trigger-Type AVP indicating the accurate reason for the change. 
When "User CSG Information change" occurs as a change of charging condition, how the changes (i.e. User entering/leaving a CSG cell or a hybrid cell he is member or not) are reported is further detailed in TS 32.299 [50].



When Ro specific chargeable event (e.g. threshold reached, QHT expires, quota exhaustion, validity time reached, forced re-authorization) occurs required MSCC instances are reported to OCS with a  Debit / Reserve Units Request[Update]  with corresponding Reporting-Reason AVP value. See TS 32.299 [50] for further information.

When tariff time change is encountered, the Tariff Change Usage is used within the Used Service Units to distinguish usage before and after the tariff time change. The MSCC instances are sent to the OCS in next CCR.
The OCS may specify the behaviour on consumption of the final granted units known as termination action. The required termination action is indicated with Final Unit Action and possible values are TERMINATE and REDIRECT. 
See TS 32.299 [50] for further information.

TS 23.203 [215] specifies that it shall be possible to request online charging quotas for each charging key. Each quota allocated to a Debit / Reserve Units session has a unique Rating Group value. TS 23.203 [215] also specifies that TDF shall report charging information for each combination of the charging key and service identifier when service identifier level reporting is present. As defined in TS 23.203 [215] the service identifier is a piece of information which provides the most detailed identification, specified for ABC. The charging key is a piece of information used for rating purposes as defined in TS 23.203 [215]. The charging key and Service Identifier are mapped into the Rating Group and the Service Identifier respectively as defined in RFC 4006 [402]. 

The subsequent clauses identify in detail the conditions for reporting online charging information, management of user and Credit-Control sessions and PS domain quota supervision.

	Next  change


6.1.14
ABC data in TDF (TDF-CDR)
If ABC is enabled and the collection of CDR data is enabled, then the TDF data specified in table 6.1.14.1 shall be available for each TDF session. 

NOTE: 
An indication that online charging is also active for the session may be provided by using PS Furnish Charging Information.

Table 6.1.14.1: TDF session data (TDF-CDR)

	Field
	Category
	Description

	Record Type 
	M
	TDF session record.

	Retransmission
	OC
	This parameter, when present, indicates that information from retransmitted Charging Data Request has been used in this CDR.

	Served IMSI
	C
	IMSI of the served party, if available.

	Served IMEI
	OC
	The IMEI or IMEISV of the ME, if available. It is used for identifying the user in case Served IMSI is not present during emergency bearer service.

	Served 3GPP2 MEID
	OC
	MEID of the served party's terminal equipment for 3GPP2 access. 

	Served MN NAI
	OC
	Mobile Node Identifier in NAI format (based on IMSI), if available.

	P-GW Address used
	M
	The control plane IP address of the P-GW used.

	P-GW Address IPv6
	OC
	The control plane IPv6 address, in case of IPv4v6 dual stack, of the P-GW used.

	TDF Address used
	M
	The control plane IP address of the TDF used.

	TDF Address IPv6
	OC
	The control plane IPv6 address, in case of IPv4v6 dual stack, of the TDF used.

	PDN Connection Charging ID
	M
	This field is received from PCRF and holds explicit Charging Id for the PDN connection assigned by P-GW to identify different records belonging to same PDN connection. 

	Serving node Address 
	M
	List of SGSN/S-GW/TWAG control plane IP addresses, or the ePDG address used during this record.

	Serving node IPv6 Address
	OC
	List of SGSN/S-GW/TWAG control plane IPv6 addresses, in case of IPv4v6 dual stack, used during this record.

	Serving node Type
	M
	List of serving node types in control plane (SGSN, SGW, ePDG, AGW, TWAG). The serving node types listed here map to the serving node addresses listed in the field "Serving node Address" in sequence.

	PGW PLMN Identifier
	Oc
	PLMN identifier (MCC MNC) of the P-GW.

	TDF PLMN Identifier
	Oc
	PLMN identifier (MCC MNC) of the TDF.

	Access Point Name Network Identifier
	OM
	The logical name of the connected access point to the external packet data network (network identifier part of APN).

	PDP/PDN Type
	OM
	PDP/PDN type, i.e. IPv4, IPv6, IPv4v6 , or PDP type PPP.

	Served PDP/PDN Address
	OC
	IP address allocated for the PDP context / PDN connection, i.e. IPv4 address when PDP/PDN Type is IPv4 or IPv6 prefix when PDP/PDN Type is IPv6 or IPv4v6. This parameter shall be present except when both the PDP type is PPP and dynamic IP-CAN bearer address assignment is used.

	Served PDP/PDN Address prefix length
	OC
	PDP/PDN Address prefix length of an IPv6 typed Served PDP Address. The field needs not available for prefix length of 64 bits.

	Served PDP/PDN Address extension
	OC
	This field holds IPv4 address of the served IMSI, if available, when PDP/PDN type is IPv4v6.

	Dynamic Address Flag
	OC
	Indicates whether served PDP/PDN address is dynamic, which is allocated during IP-CAN bearer activation, initial attach (E-UTRAN or over S2x) and UE requested PDN connectivity. This field is missing if IPv4 address is static when PDN Type is IPv4, or if IPv6 address is static when PDN Type is IPv6 or IPv4v6.

	Dynamic Address Flag extension
	OC
	Indicates whether served IPv4 PDP/PDN address is dynamic, which is allocated during IP-CAN bearer activation, initial attach (E-UTRAN or over S2x) and UE requested PDN connectivity with PDP/PDN type IPv4v6. This field is missing if IPv4 address is static.

	List of Service Data 
	OM
	A list of changes in charging conditions for application traffic within this TDF session categorized per rating group or per combination of the rating group and service id. Each change is time stamped. Charging conditions are used to categorize traffic volumes, elapsed time and number of events, such as per tariff period and subsequently changed maximal bandwidth limitation and corresponding data values are also listed.

Online charging information (PS Furnish Charging Information) may be added per each service data container in case it is sent by the OCS. 

Failure-Handling: This field shall be present in case TDF initiates an interaction with the PCRF in relation to the OCS's guidance for Failure Handling. It shall indicate the Failure Handling scenario and the instant the Failure Action is triggered (see annex B). Scenarios: Continue/New Session; Continue/Ongoing Session; Retry&Terminate/Ongoing Session; Terminate/Ongoing Session. 

	Record Opening Time
	M
	Time stamp when TDF session is established or record opening time on subsequent partial records.

	MS Time Zone 
	OC
	This field contains the MS Time Zone the MS is currently located as defined in TS 29.060 [203], if available.

	Duration
	M
	Duration of this record in the TDF.

	Cause for Record Closing 
	M
	The reason for closing the record from this TDF.

	Diagnostics
	OM
	A more detailed reason forclosing the record.

	Record Sequence Number
	C
	Partial record sequence number, only present in case of partial records.

	Node ID
	OM
	Name of the recording entity.

	Record Extensions
	OC
	A set of network operator/manufacturer specific extensions to the record. Conditioned upon the existence of an extension.

	Local Record Sequence Number
	OM
	Consecutive record number created by this node. The number is allocated sequentially including all CDR types.

	APN Selection Mode
	OM
	An index indicating how the APN was selected.

	Served MSISDN
	OC
	The primary MSISDN of the subscriber, if available.

	User Location Information
	OC
	This field contains the User Location Information of the MS as defined in TS 29.060 [203] for GPRS case, and in TS 29.274 [210] for EPC case, if available.

	User CSG information
	OC
	This field contains the User CSG Information of the UE, if available, including CSG ID, access mode and CSG membership indication.

	3GPP2 User Location information
	OC
	This field contains the User Location Information of the MS as defined in TS 29.212 [216] for 3GPP2 access, if available.

	TWAN User Location Information
	OC
	This field contains the UE location in a Trusted WLAN Access Network (TWAN) (SSID and, when available, BSSID of the access point), as defined in TS 29.274 [210] for S2a GTP-based case, or 29.275 [211] for S2a PMIP-based case, if available.

	
	
	

	Charging Characteristics
	M
	The Charging Characteristics applied to the TDF session.

	Charging Characteristics Selection Mode
	OM
	Holds information about how Charging Characteristics were selected.

	Serving node PLMN Identifier
	OM
	This fields holds the PLMN Identifier (MCC and MNC) serving the UE during this record. 

When the Serving node is TWAG, this field includes the PLMN identifier used for UE authentication, i.e. the VPLMN in roaming case, and the HPLMN in non-roaming case.

	PS Furnish Charging Information
	OC
	Online charging session specific information

	RAT Type
	OC
	This field indicates the Radio Access Technology (RAT) type currently used by the Mobile Station as defined in TS 29.061 [205], when available.

	Start Time
	OC
	This field holds the time when TDF session starts. 

	Stop Time
	OC
	This field holds the time when TDF session is terminated. 


	Next  change


6.3.2
Detailed message format for offline charging

The following clause specifies per Operation Type the charging data that are sent by MME, S-GW, ePDG, TWAG, P-GW and TDF.

The Operation Types are listed in the following order: S (Start)/I (Interim)/S (Stop)/E (Event). Therefore, when all Operation Types are possible it is marked as SISE. If only some Operation Types are allowed for a node, only the appropriate letters are used (i.e. SIS or E) as indicated in the table heading. The omission of an Operation Type for a particular field is marked with "-" (i.e. SI-E). Also, when an entire field is not allowed in a node the entire cell is marked as "-".

Table 6.3.2.1 illustrates the basic structure of the supported fields in the Charging Data Request message for PS offline charging. 
Table 6.3.2.1: Supported fields in Charging Data Request message
	Information Element
	Node Type
	S-GW
	ePDG
	P-GW
	TWAG
	TDF

	
	Supported Operation Types
	S/I/S/E
	S/I/S/E
	S/I/S/E
	S/I/S/E
	S/I/S/E

	Session Identifier
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Originator Host
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Originator Realm
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Destination Domain
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Operation Type
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Operation Number
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Operation Identifier
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	User Name
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Destination Host
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Operation Interval
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Origination State
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Origination Timestamp
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Proxy Information
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Route Information
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Operation Token
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Service Information with PS and IMS Information
	
	
	

	Subscription Id
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	IMSI Unauthenticated Flag
	SIS-
	-
	SIS-
	-
	-

	Node Functionality
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Charging Id
	SIS-
	SIS-
	SIS-
	SIS-
	-

	Charging per IP-CAN Session Indicator
	-
	-
	S---
	-
	-

	Node Id
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	PDN Connection Charging Id
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	PDP/PDN Type
	SIS-
	SIS-
	SIS-
	SIS-
	-

	SGi PtP Tunnelling Method
	-
	-
	SIS-
	-
	-

	SCS/AS Address
	-
	-
	SIS-
	-
	-

	PDP/PDN Address
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	PDP/PDN Address prefix length
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Dynamic Address Flag
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Dynamic Address Flag Extension
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Serving Node Address
	SIS-
	-
	SIS-
	-
	SIS-

	Serving Node Type
	SIS-
	-
	SIS-
	
	SIS-

	SGW Change
	S---
	 S---
	-
	S---
	-

	P-GW Address
	SIS-
	-
	SIS-
	SIS-
	SIS-

	TDF Address
	-
	-
	-
	-
	SIS-

	SGW Address
	SIS-
	-
	-
	-
	-

	ePDG Address
	-
	SIS-
	-
	-
	-

	TWAG Address
	-
	-
	SIS-
	-
	-

	CG Address
	-
	-
	-
	-
	-

	IMSI MCC MNC
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	PGW MCC MNC
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	TDF MCC MNC
	-
	-
	-
	-
	SIS-

	NSAPI
	-
	-
	SIS-
	-
	-

	Called Station Id 
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Session Stop Indicator
	-
	-
	--S-
	-
	--S-

	Selection Mode
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Charging Characteristics
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Charging Characteristics Selection Mode
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Serving Node MCC MNC
	SIS-
	-
	SIS-
	-
	SIS-

	MS Time Zone
	SIS-
	-
	SIS-
	-
	SIS-

	Charging Rule Base Name
	-
	-
	SIS-
	-
	-

	ADC Rule Base Name
	-
	-
	-
	-
	SIS-

	User Location Info
	SIS-
	-
	SIS-
	-
	SIS

	User Location Info Time
	SIS-
	-
	SIS-
	-
	-

	User CSG Information
	SIS-
	-
	SIS-
	-
	SIS-

	3GPP2 User Location Info
	SIS-
	-
	SIS-
	-
	SIS-

	TWAN User Location Information
	-
	-
	SIS-
	SIS-
	-

	UWAN User Location Information
	-
	SIS-
	SIS-
	-
	-

	Presence Reporting Area Information
	SIS-
	-
	SIS-
	-
	-

	RAT Type
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Furnish Charging Information
	-
	-
	SIS-
	-
	-

	Offline Charging
	-
	-
	-
	-
	-

	QoS Information 
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Traffic data volumes
	-IS-
	-IS-
	-
	-IS-
	-

	Service data container
	-
	-
	-IS-
	-
	-IS-

	User Equipment Info 
	-
	-
	-
	-
	S---

	Terminal-Information
	S---
	S---
	S---
	S---
	S---

	Start time
	S---
	S---
	S---
	S---
	S---

	Stop time
	--S-
	--S-
	--S-
	--S-
	--S-

	Change Condition
	-IS-
	-IS-
	-IS-
	-IS-
	-IS-

	Diagnostics
	--S-
	--S-
	--S-
	--S-
	--S-

	Enhanced Diagnostics
	--S-
	--S-
	--S-
	--S-
	-

	Low Priority Indicator
	S---
	-
	S---
	-
	-

	CN Operator Selection Entity
	SIS-
	-
	SIS-
	-
	-

	NBIFOM Support
	-
	-
	S---
	-
	-

	NBIFOM Mode
	-
	-
	S---
	-
	-

	CP CIoT EPS Optimisation Indicator  
	SIS-
	-
	-
	-
	-

	UNI PDU CP Only Flag
	SIS-
	-
	SIS-
	-
	-

	Serving PLMN Rate Control
	SI--
	-
	SI--
	-
	-

	APN Rate Control
	-
	-
	SI--
	-
	-

	MO exception data counter
	SIS-
	-
	SIS-
	-
	-

	3GPP PS Data Off Status 
	-
	-
	SIS-
	-
	-


Table 6.3.2.1a illustrates the basic structure of the supported fields in the Charging Data Request message for "SMS over MME Charging".

Table 6.3.2.1a: Supported fields in Charging Data Request message for "SMS over MME Charging"
	Information Element
	Node Type
	MME

	
	Supported Operation Types
	S/I/S/E

	Session Identifier
	---E

	Originator Host
	---E

	Originator Realm
	---E

	Destination Domain
	---E

	Operation Type
	---E

	Operation Number
	---E

	Operation Identifier
	---E

	User Name
	---E

	Destination Host
	---E

	Operation Interval
	---E

	Origination State
	---E

	Origination Timestamp
	---E

	Proxy Information
	---E

	Route Information
	---E

	Operation Token
	---E

	Service Information with PS, IMS, MMS and SMS Information

	Subscription Id
	---E

	Node Functionality
	---E

	Node Id
	---E

	MME Number for MT SMS 
	---E

	MME Name 
	---E

	MME Realm 
	---E

	Serving Node Type
	---E

	SGSN Address
	---E

	Charging Characteristics
	---E

	Charging Characteristics Selection Mode
	---E

	3GPP User Location Info
	---E

	User Location Info Time
	---E

	RAT Type
	---E

	Terminal Information 
	---E

	Recipient Address
	---E

	SMSC Address
	---E

	Originator Address
	---E

	Submission Time
	---E

	Message Id
	---E

	CN Operator Selection Entity
	---E


Table 6.3.2.2 illustrates the basic structure of the supported fields in the Charging Data Response message for PS offline charging, and "SMS over MME Charging".

Table 6.3.2.2: Supported fields in Charging Data Response message

	Information Element
	Node Type
	S-GW
	ePDG
	TWAG
	P-GW
	TDF

	
	Supported Operation Types
	S/I/S/E
	S/I/S/E
	S/I/S/E
	S/I/S/E
	S/I/S/E

	Session Identifier
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Operation Result
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Originator Host
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Originator Domain
	
	
	
	
	

	Operation Type
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Operation Number
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Operation Identifier
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Operation Interval
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Error Reporting Host
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Origination State
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Origination Timestamp
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Proxy Information
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-

	Route Information
	SIS-
	SIS-
	SIS-
	SIS-
	SIS-


	Next  change


6.3.3
Detailed message format for online charging

The following table specifies per Operation type the charging data that are sent P-GW and TDF network element for:

The Operation types are listed in the following order: I [initial]/U [update]/T [terminate]/E [event]. Therefore, when all Operation types are possible it is marked as IUTE. If only some Operation types are allowed for a node, only the appropriate letters are used (i.e. IUT or E) as indicated in the table heading. The omission of an Operation type for a particular field is marked with "-" (i.e. IU-E). Also, when an entire filed is not allowed in a node the entire cell is marked as "-".

Note that not for all structured fields the individual field members are listed in the table. Detailed descriptions of the fields are provided in TS 32.299 [50].

Table 6.3.3.1 illustrates the basic structure of the supported fields in the Debit / Reserve Units Request for PS online charging. 
Table 6.3.3.1: Supported fields in Debit / Reserve Units Request message

	Information Element
	Node Type 
	P-GW
	TDF

	
	Supported Operation Types
	I/U/T/E
	I/U/T/E

	Session Identifier
	IUT-
	IUT-

	Originator Host
	IUT-
	IUT-

	Originator Domain
	IUT-
	IUT-

	Destination Domain
	IUT-
	IUT-

	Operation Identifier
	IUT-
	IUT-

	Operation Token
	IUT-
	IUT-

	Operation Type
	IUT-
	IUT-

	Operation Number
	IUT-
	IUT-

	Destination Host
	IUT-
	IUT-

	User Name
	IUT-
	IUT-

	Origination State
	IUT-
	IUT-

	Origination Timestamp
	IUT-
	IUT-

	Subscriber Identifier
	IUT-
	IUT-

	Termination Cause
	--T-
	--T-

	Requested Action
	IUT-
	IUT-

	Multiple Operation
	IU--
	IU--

	Multiple Unit Operation
	IUT-
	IUT-

	Subscriber Equipment Number
	IUT-
	IUT-

	Route Information
	IUT-
	IUT-

	Service Information
	IUT-
	IUT-

	Service Information with IMS and PS Information
	

	Node Functionality
	IUT-
	IUT-

	Charging Id
	IUT-
	-

	Node Id
	IUT-
	IUT-

	PDN Connection Charging Id
	IUT-
	IUT-

	PDP/PDN Type
	IUT-
	-

	SGi PtP Tunnelling Method
	IUT-
	-

	SCS/AS Address
	IUT-
	-

	PDP/PDN Address
	IUT-
	IUT-

	PDP/PDN Address prefix length
	IUT-
	IUT-

	Dynamic Address Flag
	IUT-
	IUT-

	Dynamic Address Flag Extension
	IUT-
	IUT-

	QoS Information
	IUT-
	IUT-

	Serving Node Address
	IUT-
	IUT-

	Serving Node Type
	IUT-
	IUT-

	SGW Change
	-
	-

	P-GW Address
	IUT-
	IUT-

	TDF Address
	-
	IUT-

	CG Address
	IUT-
	IUT-

	IMSI MCC MNC
	IUT-
	IUT-

	IMSI Unauthenticated Flag
	IUT-
	-

	PGW MCC MNC
	IUT-
	IUT-

	TDF MCC MNC
	-
	IUT-

	NSAPI
	IUT-
	-

	Called Station Id 
	IUT-
	IUT-

	Session Stop Indicator
	--T-
	--T-

	Selection Mode
	IUT-
	IUT-

	Charging Characteristics
	IUT-
	IUT-

	Charging Characteristics Selection Mode
	IUT-
	IUT-

	Serving Node MCC MNC
	IUT-
	IUT-

	MS Time Zone
	IUT-
	IUT-

	Charging Rule Base Name
	IUT-
	-

	ADC Rule Base Name
	-
	IUT-

	User Location Info
	IUT-
	IUT-

	User Location Info Time
	IUT-
	-

	User CSG Information
	IUT-
	IUT-

	3GPP2 User Location Info
	IUT-
	IUT-

	TWAN User Location Information
	IUT-
	IUT-

	UWAN User Location Information
	IUT-
	-

	Presence Reporting Area Information
	IUT-
	-

	RAT Type
	IUT-
	IUT-

	Furnish Charging Information
	-
	-

	Offline Charging
	IUT-
	IUT-

	PDP Context Type
	IUT-
	-

	Traffic data volumes
	-
	-

	Service data container
	-
	-

	User Equipment Info 
	-
	-

	Terminal-Information
	-
	-

	Start time
	-
	-

	Stop time
	-
	-

	Change Condition
	-
	-

	Diagnostics
	--T-
	--T-

	Enhanced Diagnostics
	--T-
	-

	CN Operator Selection Entity
	-
	-

	NBIFOM Support
	I---
	-

	NBIFOM Mode
	I---
	-

	CP CIoT EPS Optimisation Indicator  
	--
	-

	UNI PDU CP Only Flag
	IUT-
	-

	Serving PLMN Rate Control
	IU--
	-

	APN Rate Control
	IU--
	-

	MO exception data counter
	-
	-

	3GPP PS Data Off Status
	IUT-
	-


Table 6.3.3.2 illustrates the basic structure of the supported fields in the Debit / Reserve Units Response for PS online charging.

Table 6.3.3.2: Supported fields in Debit / Reserve Units Response Message

	Information Element
	Node Type
	P-GW
	TDF

	
	Supported Operation Types
	I/U/T/E
	I/U/T/E

	Session Identifier
	IUT-
	IUT-

	Operation Result
	IUT-
	IUT-

	Originator Host
	IUT-
	IUT-

	Originator Domain
	IUT-
	IUT-

	Operation Identifier
	IUT-
	IUT-

	Operation Type
	IUT-
	IUT-

	Operation Number
	IUT-
	IUT-

	Operation Failover
	IUT-
	IUT-

	Multiple Unit Operation
	IUT-
	IUT-

	Operation Failure Action
	IUT-
	IUT-

	Redirection Host
	IUT-
	IUT-

	Redirection Host Usage
	IUT-
	IUT-

	Redirection Cache Time
	IUT-
	IUT-

	Route Information
	IUT-
	IUT-

	Failed parameter
	IUT-
	IUT-

	Service Information
	IUT-
	IUT-

	Service Information with PS Information
	
	

	Furnish Charging Information
	IUT-
	IUT-

	Offline Charging
	I----
	I----

	Presence Reporting Area Information
	I---
	-


	Next  change


D.3.2.1.3
TDF/Application Based Charging

TDF session and ABC functionality defined in clause 5.2.1.9 shall apply with modifications described below:

-
Relates to Fixed user traffic and 3GPP UE NSWO traffic.
The chargeable events defined in clause 5.2.1.9, when offline charging is activated, apply except the following:

-
Serving node (e.g. SGSN/S-GW/ePDG) change; 

-
Change of charging condition: TDF session modification (e.g. SGSN change, S-GW change, user location change, user CSG information change);
-
Intersystem change (e.g. change of radio interface from GSM to UMTS, RAT change);
-
PLMN change;
-
MS Timezone change. 
The detailed TDF behaviour associated to these chargeable events above, is detailed below.  
	Next  change


D.3.2.2.1.1
Triggers for charging information addition

Charging event for charging information addition and triggers, as defined in clause 5.2.3.4.1 shall apply to the PCEF located in the IP-Edge for FBC (i.e. "List of Service Data" attribute of the IPE-CDR), with following exceptions: 

-
IP-CAN bearer modification (e.g. QoS change, SGSN/S-GW/ePDG change, user location change, user CSG information change) as trigger conditions is replaced by IP-CAN session modification (e.g. QoS change,..) 

-
The "Serving node Address" attribute is not applicable.

When IP-CAN session charging is active, the trigger conditions for charging information addition are described in clause D.3.2.3.1.1. 
	Next  change


D.3.3.1.3
TDF/Application Based Charging

TDF session and ABC functionality defined in clause 5.3.1.5 shall apply when provided by the TDF, with specificities described below:

-
Relates to Fixed user traffic and 3GPP UE NSWO traffic.
The chargeable events defined in clause 5.3.1.5, when online charging is activated, apply with the difference that the following chargeable events are not applicable:

-
Change of charging condition: e.g. user location change,user CSG information change. 
The detailed TDF behaviour associated to these chargeable events above, is detailed below.  

	Next  change


D.4.1.2.2
Application Based Charging data in TDF (TDF-CDR)
Clause 6.1.14 shall apply, with the following two differences.

The following fields are not applicable:

Table D.4.1.2.2.1: Fields of TDF-CDR not applicable

	Served 3GPP2 MEID

	Served MN NAI

	Serving node Address 

	Serving node IPv6 Address

	Serving node Type

	MS Time Zone 

	APN Selection Mode

	Served MSISDN

	User Location Information

	User CSG information

	3GPP2 User Location information

	TWAN User Location Information

	

	Serving node PLMN Identifier

	RAT Type


The following field also exists, in addition:

Table D.4.1.2.2.2: TDF-CDR additional field

	Field
	Category
	Description

	Access Line Identifier 
	OC
	This field holds the Access line id (physical and logical circuit ID) serving the 3GPP UE or fixed device, behind the RG (when in bridge mode or in routed mode without NAT), or Access line Id of the RG when in routed mode with NAT.

	Served Fixed Subscriber Id
	C
	This field holds the identity of the Fixed Device or the RG, as defined in Broadband Forum TR 134 [601]. 

	Fixed User Location Information
	OC
	This field contains the UE location in a fixed broadband access network. The location of the subscriber may include Access line id (physical and logical circuit ID), SSID of the Access Point, BSSID of the Access Point, defined in Annex S of TS 23.203 [215].


	End of change


